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instances, take action based on the information they send and
receive.”4

A technology website describes the IOT as “the network of
physical objects that contain embedded technology to com-
municate, sense or interact with their internal states or the
external environment.”5 A commentator for a recent FTC
Work shop traces the emergence of the IOT to a range of
advances in sensor technology, investments in wired and
mobile broadband networks, wider availability of Bluetooth,
Wi-Fi, and similar technologies, and ever-rising use of tablets
and smartphones, which make it easier and more cost effec-
tive to connect objects to the Internet.6

Consumer Products. Commentators see growing con-
sumer demand for IOT products that connect a wide range
of devices in the home to the Internet, including thermo-
stats, light bulbs, refrigerators, photo frames, power meters,
healthcare and fitness devices, garbage cans, and even cars.7

Typical early-stage IOT consumer products include small
personal sensors that communicate with a smart phone or
home WiFi router (e.g., wearable devices that connect to
Apple iPhones and input personal health data through the
Apple Health App; sensors and control devices for home
appliances that communicate with Apple computers or
smart phones through apps configured to Apple Home Kit
specifications).8

Business/Industrial Products. Suppliers of a wide range of
business and industrial products are incorporating IOT func-
tionality and providing data analytics services. Data provid-
ed by the devices can then be used to avoid unexpected out-
ages, reduce maintenance and service costs, and provide
detailed performance analysis that enhances customer satis-
faction.9 Some of these products are designed to improve
efficiency for individual customers rather than to provide
information for a broader group of customers, so business
practices may vary on whether data outputs generated by
the installed base of these products will be aggregated and/or
shared among customers or with the supplier of the product
for broader data analytics services.
Common Traits. Important traits of early-stage IOT

products include: direct and indirect network effects in some
products; enhancements to existing products; rapid technol-
ogy development; blurred product markets both for suppli-
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THE FEDERAL TRADE COMMISSION
is engaged in ongoing study and public dis-
course about the Internet of Things (IOT),
which is fitting terrain given the Commission’s
dual mandate for consumer protection and

antitrust enforcement. The IOT is at an early stage of devel-
opment but evolving rapidly through diverse business initia-
tives for a wide range of products, and offers great promise to
enhance consumer welfare through new products, efficiencies
and cost savings for existing products, and vast new databas-
es with wide potential for personal, business, and government
applications.1

These business initiatives have not faced material imped-
iments from government or private antitrust enforcement,
but the contours of markets for IOT products—used here to
cover both physical products, data analytics, and related serv-
ices—are nascent and difficult to discern, and business mod-
els and practices used now may provoke antitrust claims and
investigations in the future as IOT products grow in impor-
tance and perhaps evolve into distinct relevant markets.2

The FTC has focused mostly on consumer protection,
privacy, and data security concerns rather than how antitrust
standards apply to the IOT.3 The discussion below takes the
opposite approach, seeking to connect antitrust standards to
the IOT by proceeding from a description of common traits
of and business models for emerging IOT products, to a
high-level discussion of antitrust standards that impact these
business models and strategies to manage antitrust risks that
may arise, and closing with comments on the role of the
FTC in shaping how antitrust standards apply to the IOT.

Emerging Business Models and Common Traits
FTC Commissioner Maureen Ohlhausen has described the
IOT as the “next phase of Internet development [focused] on
connecting devices and other objects to the Internet, without
the active role of a live person, so that they can collect and
communicate information on their own and, in many
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ers and customers; close interactions between physical devices
and data analytics; mix of open source and proprietary busi-
ness models; dependence on the Internet, cable, and satellite
communications systems; interoperability with computer
and cell phone operating systems; active role in product
development by leading suppliers of consumer and industri-
al products, computer hardware and software, microproces-
sors and sensors, communications devices and services, and
information and data analytics services.
Product Enhancement. Many IOT products enhance

existing products with sensing and communications tech-
nology to generate data and send/receive commands (e.g.,
household appliances with electronic sensors and control sys-
tems for remote operation and monitoring). Over time,
entirely new IOT products may emerge to replace older prod-
ucts that lack new functionality (e.g., self-driving vehicles
may be viewed as a service or distinct product and product
market from driver-operated vehicles).
Autonomous Operation. IOT products may operate auto-

matically and autonomously, without active human control.
Once installed, the device may generate data and perform
functions of which the consumer or business user is not
actively aware. Computers and cell phones now operate pri-
marily with human direction, but may also function as IOT
devices when not actively managed (e.g., cell phones trans-
mit geolocation data when turned on but not in active use).10

Data Analytics. IOT products generate data that may
enhance use of existing products (e.g., by providing early
warning signals of component failure in industrial machines).
The resulting data may be aggregated and used both to
improve the IOT products that generated the data and for
unrelated business purposes. Some analysts see data analytics
as the key element of business models for IOT products,
and posit that “controlling the data value chain from the
point of data collection to the point of data analytics is key
to unlocking these value creation opportunities.”11

IOT products may generate data about consumers or cus-
tomers that are part of the installed base, but data analytics
outputs may not be used solely or even primarily by the cus-
tomers, which may raise important issues in defining relevant
markets for the products and/or data outputs they generate.
Interoperability. In an effort to generate network effi-

ciencies, some IOT products are designed to be interopera-
ble with other devices used in a particular location (e.g.,
home, office, and factory control panels that interact with
multiple products used for distinct applications), and use
standard data formats to facilitate aggregation into databas-
es for analysis.12 Other IOT products may be configured to
interface with a particular computer or cell phone operating
system (e.g., apps for Apple and Android devices). Inter -
operability may also help to achieve important data security
and privacy goals by making a range of IOT products and
data outputs compatible with a single data security and pri-
vacy system selected by the suppliers and/or individual
users.13

Potential benefits of interoperability are driving numerous
efforts to develop industry standards, but views may vary on
whether the desired interoperability is between and among
competing IOT products, with communications and control
systems for the products, or with data analytics services that
use their data outputs. These potentially conflicting goals
may give rise to difficulties and disputes in determining the
reasonable range of IOT products and suppliers to include in
standards programs.14 For many IOT products, standardiza-
tion may be necessary to assure interoperability with com-
munications and control systems, but other product features
and data analytics services may be differentiated through
normal competitive processes.
Communications Networks. Current IOT products for

the most part use interfaces with devices connected to the
Internet to transmit and receive data and commands; some
devices may use cable or satellite services.15 Over time, spe-
cialized communications networks may develop that operate
independent of phone and cable services, configured to be
cost-effective for the number, size, and (low) power require-
ments of IOT devices.16

The FCC and state agencies may have important roles in
determining standards, requirements, and/or terms of serv-
ice for IOT products to transmit data via broadcast or serv-
ices of regulated carriers. A range of difficult issues may arise
over the intersection of antitrust standards with such federal
and state regulation, which are beyond the scope of this dis-
cussion.
Open Models and Proprietary Models. Emerging busi-

ness models for the early-stage IOT reveal a mix of open-
source and proprietary strategies. Open models may need
standards to configure, communicate, and share data among
IOT devices on a common platform to achieve interoper-
ability and consistent datasets.17 Proprietary models may seek
a competitive advantage for the suppliers’ IOT products,
perhaps driven by proprietary analysis of data generated by
products of a particular firm or group of firms.18

As with cell phones and some Internet-based services,
some proprietary models may seek to achieve network effects
by encouraging application software developers to focus on
one IOT platform rather than others, and to promote wide-
spread adoption by consumers or business customers of IOT
products configured for a particular technology platform.
Proprietary models also may give sponsors of IOT platforms
and technology standards (e.g., Apple and Android operating
system for cell phones), access to data that has independent
market value or assists the sponsors to market and provide a
range of different IOT products and related services to their
customers.
The ability of some IOT products to generate direct net-

work effects among users may be open to question (e.g.,
Nest thermostats and users of these devices do not commu-
nicate with each other through the Internet (at least as of
now), or gain greater value from the product as the network
of users grows). For other IOT products, the potential for



network effects may be more apparent; for example, traffic
monitoring systems may benefit all users by generating real-
time data for drivers (or eventually for driverless vehicles), and
the benefits of these systems may grow as more vehicles are
equipped with sensors, etc. As IOT products gain favor, an
important focus of market analysis will be whether a product
generates direct or indirect network effects, and if so whether
these effects promote and thereby explain consolidation that
may occur in markets for these products.
The discussion below includes a general overview of the

implications of these common traits and emerging business
models for potential antitrust tensions and risk mitigation
strategies for early-stage IOT products.

Antitrust Tensions and Risk Mitigation Strategies
Discerning the precise business practices and market dynam-
ics that will spawn future antitrust battles over the IOT is 
difficult, due in large part to the nascent stage of business ini-
tiatives and technology for IOT products.19 Given this uncer-
tainty, suppliers may be well-served by using long-term risk
mitigation strategies that will position the supplier as much
as possible to wage these battles within the domain of the full
rule of reason, where the procompetitive benefits of emerg-
ing IOT products will (and must) be weighed against com-
petitive harm attributed to the supplier’s business model.
Key elements of this approach are:
(1) Avoid business practices that provide a colorable basis

to apply either a per se or truncated rule of reason standard
(i.e., practices that are recognized to have obvious anticom-
petitive effects based on case law and current economic think-
ing), given that future plaintiffs may seize on such practices
to explain the supplier’s commercial success and perhaps the
plaintiff’s commercial failure.20

(2) Engage in objective periodic assessments of evolving
market structure and market performance, and adjust busi-
ness practices that may exclude rivals or unduly limit cus-
tomer choice, in particular where the supplier’s market share
in plausible relevant markets for the IOT product could sug-
gest the ability to exercise market power.
These general risk mitigation strategies may serve as gen-

eral guideposts in evaluating and controlling the particular
antitrust risks discussed below.
Open-Source and Proprietary Business Models. Open-

source standards and business models for IOT products are
less likely to create antitrust risks compared to proprietary
models, given that open-source models tend to promote
competition among rival device makers and/or service
providers by assuring interoperability. Proprietary models
may seek to avoid interoperability at some level in order to
gain a competitive advantage; these models may give rise to
antitrust risks in market settings where the supplier has a sig-
nificant market share, and risks should be lessened where a
sufficient number of competing IOT products are offered
under either open-source or proprietary models to avoid
market power concerns.

Market structure and dynamics may change—perhaps
even rapidly—given that technology, applications, and data
analytics for IOT products are evolving rapidly. Network
effects may emerge over time for particular IOT products or
systems, and these effects may drive a shift toward concen-
trated market structures.
Some IOT business models reflect a hybrid approach in

which a technical standard or platform for software and data
analytics is open only to members of an association or joint
venture who agree to make products configured to the ven-
ture’s IOT standards, or where members of an industry adopt
a standard that applies only to members of the industry.
Normal market analysis is warranted—with monitoring

over time in light of changing market conditions—to evalu-
ate whether proprietary business models and restraints on use
of standards are shifting markets for particular IOT products
toward a concentrated market structure and, if so, whether
the restraints can be justified based on efficiencies and con-
sumer benefits that the restraints promote.

Mergers. Government merger review has not yet yielded
challenges or voluntary termination of transactions involving
IOT products. Most mergers related to the IOT have been
vertical rather than horizontal (e.g., Google’s acquisition of
Nest), and antitrust risks have been minimal for early movers
in such transactions given the prospect for long-term inte-
grative efficiencies and perhaps due to a lack of clearly ascer-
tainable relevant markets for particular IOT products (i.e.,
consumer demand remains uncertain or is tied to tradition-
al products that may gain IOT functionality).21

Parties to merger transactions in the early-stage IOT may
emphasize these difficulties in delineating product markets,
as well as potential benefits to consumers from transactions
that drive development of new products and services.
Over time, merger transactions may have more horizon-

tal elements, market facts may develop that show distinct
consumer demand and/or suppliers of IOT products, and
such markets may trend toward greater concentration in
response to network effects or other factors. The potential
also exists for agency review to focus on competitive effects
in innovation markets for IOT products.22
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For now, however, parties seeking to position themselves
through vertical acquisitions for a meaningful role in the
IOT do not appear to have faced significant antitrust con-
cerns in agency review of merger transactions.
Joint Ventures. The most visible collaborative efforts

emerging in the early-stage IOT appear to focus on technol-
ogy standards to achieve interoperability for IOT products
made by different suppliers (discussed below). Joint venture
arrangements may also arise among suppliers of comple-
mentary products and services that are combined to make
IOT products. As with vertical mergers, these arrangements
may give rise to few antitrust risks in the early-stage IOT,
where venture participants identify integrative efficiencies
that the venture will promote, avoid or carefully justify
restraints that foreclose rivals from access to essential tech-
nology, and take affirmative steps to prevent spillover collu-
sion unrelated to legitimate goals of the venture.
Joint ventures that include rival suppliers of IOT products

may warrant additional precautions to mitigate antitrust
risks, including focused market analysis to avoid overinclu-
sive ventures, or nonexclusive participation so members can
participate in other IOT ventures, and measures to prevent
spillover collusion in the marketing and sale of IOT products.
Rival firms that compete in a given product market may

also face antitrust risks if they collaborate in sharing data from
IOT products, in particular if the shift to a collaborative
model eliminates important elements of commercial rivalry
that benefited customers in the past. Even if there is no his-
tory of prior competition among suppliers of the specific
IOT products at issue, antitrust enforcers may still be skep-
tical if the companies were rivals in similar pre-IOT products,
or if the types of collaboration at issue have reduced compe-
tition in other industries or markets. Thus, precautions may
be warranted to avoid spillover collusion (e.g., the de-iden-
tification of data outputs or the use of a third-party inter-
mediary to prepare aggregate databases), even if data sharing
arrangements are likely to produce procompetitive benefits.
Industry Standards. A great deal of activity is now focused

on industry standards for early-stage IOT products.23 The
need for standards is apparent to achieve interoperability and
consistency in data outputs, among other considerations, so
participants should have little difficulty demonstrating
expected procompetitive benefits for these efforts. Partici -
pants should adopt procedures consistent with existing guid-
ance to mitigate antitrust risk in the standards process (e.g.,
disclosure of standard-essential IP rights; up-front licensing
commitments on reasonable terms). If participants exclude
some actual or potential rivals from a standards program, they
should be prepared to identify legitimate, procompetitive
grounds for doing so.24

Complexities may arise beyond the scope of normal indus-
try standards programs, where a diverse range of products and
devices must interoperate under a given IOT standard, e.g.,
where appliances, utility systems, and perhaps even vehicles
in a household interact with a common control system or

database, or similar applications for industrial equipment
made by diverse suppliers and for diverse applications in a
plant, etc. Technical considerations of this type may compli-
cate efforts to set a common standard and may necessitate
limits on the scope of the standards program in order to
achieve agreement. Where such circumstances arise, and the
potential exists that excluded product makers may be com-
petitively disadvantaged, the standards body should fully doc-
ument technical difficulties that arise and the need to restrict
participation in order to achieve agreement on a standard.
IP Licensing. Technology used in IOT products is likely

to embody a wide range of patents, copyrights, proprietary
software, and other intellectual property rights. As discussed
above, standards programs for IOT products should address
licensing of standard essential IP rights to avoid hold-up on
licensing and royalty terms, and preserve competition among
suppliers of IOT products that use the standard.
Apart from standard essential IP rights, antitrust risks may

arise primarily with overly restrictive IP licensing models,
which may exclude rivals from one or more emerging mar-
kets for IOT products. A broad approach in which owners of
IP rights used in IOT products license those rights freely on
reasonable, nonexclusive terms should not raise material
antitrust risks.
A range of business considerations may drive decisions

on licensing and enforcement of IP rights in the early-stage
IOT. Suppliers developing new IOT products may adopt
open and favorable licensing strategies for IP rights in order
to develop market demand (as well as supply) for new IOT
products. Balanced against these concerns may be funding
needs to support investments in IP rights. Suppliers that
pursue a closed business model (i.e., refusing to license IP
rights, or doing so only subject to exclusive dealing or other
restraints on licensees) may in theory face potential antitrust
risks, but unilateral refusals to license valid IP rights may be
presumptively lawful in deference to rights under patent and
copyright laws, and such conduct typically has been ana-
lyzed under the rule of reason.25

Suppliers of IOT products that hold large IP portfolios
may seek positions of parity (or avoid costly and long-run-
ning IP litigation), by negotiating cross-licensing arrange-
ments with rivals, as seen in existing markets for computers,
cell phones, and other products that embody numerous
patented components and methods.26 Over time, strategies of
this kind may lead to market consolidation if firms that con-
trol large portfolios of IP rights used in IOT products license
their IP rights only selectively with other similar firms.
Exclusive Dealing, Bundling, Price Discrimination.

Antitrust risks may arise with IOT products sold using
restrictive sales and distribution methods, bundled sales poli-
cies, price discrimination, and other nonprice restraints that
are normally analyzed under the rule of reason (or Section 2
standards where the supplier has a significant market posi-
tion). As with other products and services, these antitrust
risks should be lessened where a number of existing rivals sell,



or are working independently to develop, competing IOT
products and the supplier does not account for a dominant
share of sales.
A range of factual issues may arise with the early-stage IOT

in defining relevant product and geographic markets for rule
of reason analysis or in showing direct evidence of anticom-
petitive effects that may obviate the need for relevant market
analysis.27 For IOT products that are enhancements to exist-
ing products (e.g., IOT functionality added to current ver-
sions of home appliances, industrial equipment, and related
controls), relevant markets and potential competitive effects
may be analyzed using historical data in the market for exist-
ing products. Over time, data may emerge that show distinct
consumer/customer demand and perhaps distinct suppliers
for IOT products, which may warrant analysis of competitive
restraints and effects in a relevant market limited to the IOT
products.
Rivalry may also arise for control of key communications

and control platforms that transmit, store, and analyze data
from IOT products. Over time, such trends may reveal dis-
tinct customer demand and perhaps separate suppliers of IOT
communications and control systems, which may warrant
analysis of markets limited to these systems distinct from the
IOT products that operate on the systems (e.g., numerous
apps for a particular end use may compete on Apple, Android,
and Microsoft operating system platforms, but competition
among suppliers of control systems and some data analytics
services that interface with or are enabled by the apps may take
shape in a separate and perhaps more concentrated relevant
market).
Use of Data Outputs. A key feature of IOT products—

and for some applications the key strategic benefit for sup-
pliers—is the feedback effects that data analytics will gener-
ate for customer service, marketing, advertising, and product
improvement. In fact, some IOT products (e.g., driverless
vehicles), may not function at all except through complex
real-time interactions with data analytics systems. Thus,
rights to access and use data outputs from IOT products
and related data analytics systems may be a key driver of
competition for IOT products.
Some IOT products may use data outputs primarily to

support use of the IOT products themselves (e.g., industrial
sensors that monitor component usage, wear, and failure);
others may generate data that has value for other applications
(e.g., geo-location data generated by cell phones enables new
approaches to consumer marketing).
Given the importance of data analytics to many IOT

products, antitrust risks may arise if suppliers of IOT prod-
ucts (or communications and control systems) restrict access
or use of data (e.g., where product users are required to pro-
vide data outputs exclusively to the supplier or prohibited
from sharing data with rival providers of data analytics serv-
ices). The competitive effects of such restraints should be
analyzed in the market setting of particular IOT products;
open models that share data freely are less likely to present

antitrust risks; proprietary or restrictive business models may
warrant closer consideration of antitrust risks, but may be jus-
tified as a way to drive development and sustain the financial
viability of IOT products and systems.
For example, some IOT products may operate in a two-

sided market setting where suppliers use free or low-cost
pricing to build a network or installed base of IOT prod-
ucts—perhaps at significant cost to the supplier—with the
intention of monetizing the network through data analytics
that are directed to customers on another side of the market
(e.g., free search services via Google and free social media
services via Facebook drive demand for advertising services
that these firms offer to a separate group of customers).
Business models of this type may provide significant value to
users on both sides of the market, and may suffer from free-
rider problems if the supplier must share data outputs with
rivals that do not bear the cost to create an installed base of
IOT products.
Antitrust risks may arise from bundling the sale of physi-

cal products with control systems and/or data analytics serv-
ices or from requirements that customers share data outputs
with the supplier. For example, a supplier of industrial IOT
products may provide data analytics services that customers
are required to purchase as a condition to product warranties
(or bundled for no additional charge with warranty service).
These practices may benefit customers but also may foreclose
rival suppliers of data analytics services from engaging in
viable competition. Suppliers may also require that customers
share data outputs with the supplier, even if only to support
the supplier’s internal product improvement efforts, or may
restrict customers from sharing data outputs with competing
suppliers of IOT products or data analytics services. The
competitive effects and business justifications for such
restraints warrant close consideration as the contours of rel-
evant markets take shape for particular IOT products and
data analytics services.
For some IOT products, sharing data outputs that contain

sensitive personal or business information with rival suppliers
(or among competing firms that use the IOT products), may
create unwarranted antitrust risks of horizontal collusion (e.g.,
industrial sensors may reveal the number of installations and
related operating details that are proprietary to the customer
and/or supplier). Suppliers may also need to restrict data shar-
ing for IOT products used by consumers, to comply with con-
sumer protection, privacy, and data security rights.

Tensions with Regulation
A range of regulatory programs may apply to particular IOT
products. For example, the Federal Communications Com -
sion (FCC) has jurisdiction over existing communications
networks used for IOT products, and may, as well, for spe-
cialized communications systems that emerge; the Federal
Energy Regulatory Commission (FERC) and state public
utility commissions may have jurisdiction over IOT products
used with natural gas pipelines and electric transmission
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lines; and the Food and Drug Administration (FDA) has
jurisdiction over IOT products used as medical devices.28

These regulatory programs apply to existing products that do
not have IOT functionality, so regulations and regulatory
actions that apply to these products may show how the agen-
cies will harmonize antitrust standards with regulatory
requirements for IOT products.
IOT products may also give rise to new issues about reg-

ulatory jurisdiction (e.g., overlapping authority of the FCC
and FERC for IOT products used on interstate natural gas
pipelines and electric transmission lines). As these issues arise,
regulatory agencies and courts can be expected to apply estab-
lished legal doctrines on preemption, primary jurisdiction,
and implied immunity to determine and harmonize the role
of regulation and antitrust laws. The FTC and Department
of Justice may also be expected to take an active role in advo-
cating for regulatory actions that achieve and preserve com-
petitive markets for IOT products.

Tensions with Consumer Protection, Privacy, and
Data Security Rights
FTC commissioners and staff have articulated core principles
for suppliers of IOT products to protect consumer protec-
tion, privacy, and data security rights of consumers and other
users, focused largely on transparency and full disclosure
(i.e., prominent and accessible disclosure about data collec-
tion and use), consumer control (i.e., let individual con-
sumers decide what data to share), and data security (i.e., use
of industry standard technology and methods to protect data
from unauthorized disclosure and use).29 The Commission
has refrained from rulemaking that might shape or restrict
business models in the early-stage IOT, and the FTC’s initial
enforcement action involving an IOT product aligns with
Commission actions directed at non-IOT products.30

IOT products often operate without human interaction,
and this functionality may complicate how suppliers and
users comply with these enforcement standards and goals
(e.g., once a consumer or property owner installs an IOT
thermostat in a dwelling, the consumer and future occu-
pants may not be aware that the product supplier is receiv-
ing Internet-enabled data about the dwelling and settings
on the device, etc.). These tensions may give rise to new or
refined enforcement standards for suppliers of IOT products,
property owners, and others to comply with consumer pro-
tection, privacy, and data security rights.
Importantly, these consumer protection concerns with

data from IOT products do not appear to create new conflicts
with antitrust standards in the early-stage IOT. The rights in
question warrant protection both in fragmented and highly
concentrated market settings. Nor do these rights depend on
the market position of the IOT products and related data sys-
tems, or whether suppliers or users are engaged in conduct
that may harm competition. In fact, enforcement efficiencies
may arise in concentrated markets where monitoring and
enforcement against only one or a small number of key sup-

pliers, platforms, or networks may achieve compliance with
consumer protection rights.31

Conclusion
The early-stage IOT is evolving rapidly and presents many
open questions about the viability of IOT products, the con-
tours of relevant markets, and the benefits and needs for
open or closed business models for particular IOT products.
These dynamics and uncertainties may mitigate some poten-
tial antitrust risks for now, but suppliers should take a cau-
tious approach about business models, IP licensing, and sales
and distribution practices used to achieve commercial success
with new IOT products.
Antitrust risks may arise at a later stage if the supplier

develops a network or installed base using an open model but
then shifts to a closed model that unduly restricts customer
choice or market access by rivals.32 Suppliers may evaluate
potential antitrust risks for now based on their current posi-
tion in relevant markets for non-IOT products that they sell,
but they should closely monitor industry dynamics and the
focus of market analysis as customer demand for IOT prod-
ucts evolves and the contours emerge for distinct relevant
markets for particular IOT products or networks.
The FTC has focused largely on consumer protection

rather than antitrust concerns with the IOT. The regulatory
humility implicit in the Commission’s approach to the IOT
is even more important from the perspective of antitrust
than consumer protection enforcement, so that regulatory
oversight or enforcement pressures do not thwart techno-
logical innovations and growth in customer acceptance and
demand, or pick winners in the competitive struggle among
suppliers and business models for IOT products in diverse
consumer and business markets.33

Tensions between consumer protection and antitrust stan-
dards do not appear evident in the early-stage IOT, but tech-
nology is advancing rapidly and business models that offer
significant procompetitive benefits to customers may con-
front difficulties in assuring compliance with consumer pro-
tection, privacy, and data security rights. Over time, these
tensions may present challenges for product suppliers, and
the FTC and other antitrust/consumer protection enforcers,
in balancing these consumer welfare effects. 
With its dual enforcement mandate, the FTC is unique-

ly positioned as it embarks on its second century—and the
Internet passes the quarter-century mark—to provide tar-
geted enforcement and constructive advocacy on how to bal-
ance such conflicts, and thereby help connect consumer pro-
tection and antitrust standards in a consistent way to the
Internet of Things.�
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s_nest_launches_thread_platform_for_smart_homes_internet_of_things_
2052020.html (describing Google-led Thread networking protocol with secu-
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conductor and Silicon Labs, Big Ass Fans, and lock maker Yale). 
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1065–67 (7th ed. 2012) (describing FTC and private enforcement chal-
lenging alleged anticompetitive conduct in standards programs). 
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source operating system), following Google’s announcement of new Android
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due to inherent traits of consumer IOT products (i.e., compounding effects
of “sensor fusion” that promotes uses for data outputs beyond a particu-
lar IOT product’s original use, near impossibility of truly de-identifying data,
likelihood of security flaws, difficulty of meaningful consumer consent for
some or all data uses), and proposing regulatory actions to address these
problems).

30 See TRENDnet, Inc., FTC File No. 122 3090 (Sept. 4, 2013) (complaint and
proposed consent order), available at http://www.ftc.gov/enforcement/
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http://www.ftc.gov/policy/public-comments/comment-00016-34 (“Con -
figuring an increasing quantity of network-enabled IoT devices could easily
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Age of Big Data 4–5, Presented at the European Data Protection Super -
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Digital Age (June 2, 2014), available at http://www.ftc.gov/system/files/
documents/public_statements/313311/140602edpsbrill2.pdf (describing
legislative proposal to establish a central portal for data brokers to identi-
fy themselves, describe their information collection and use practices, and
provide links to access tools and opt outs and to use reasonable proce-
dures to ensure that their clients do not use the broker’s products for
unlawful purposes). Potential tensions between consumer protection and
antitrust standards may arise if key consumer interfaces of this type devel-
op as part of a closed business model for IOT products and rival suppliers
are restricted from using the interface to disclose data practices and facil-
itate customer control.

32 See, e.g., Janet Wagner, The Twitter API: Still an Open Platform?, PROGRAM -
MABLE WEB (July 9, 2012), http://www.programmableweb.com/news/
twitter-api-still-open-platform/2012/07/09 (describing change in Twitter
business practices to restrict use of Twitter API in software developers’ Web
and mobile applications). 

33 See, e.g., Joshua D. Wright, Com m’r, Fed. Trade Comm’n, Remarks at The
Economics of Digital Consumer Protection: One Commissioner’s View
17–21, TechFreedom and International Center for Law and Economics,
Washington, D.C. (July 31, 2014), available at http://www.ftc.gov/system/
files/documents/public_statements/573061/010731techfreedom.pdf
(commenting on need for careful cost benefit analysis on business practices
of data brokers, and with multi-sided markets and software platforms);
Maureen K. Ohlhausen, Com m’r, Fed. Trade Comm’n, Promoting an Internet
of Inclusion: More Things AND More People 1–2, Consumer Electronics
Show (Jan. 8, 2014), available at http://www.ftc.gov/sites/default/files/
documents/public_statements/promoting-internet-inclusion-more-things-
more-people/140107ces-iot.pdf (commenting that success of the Internet
has been driven by freedom to experiment with different business models;
noting importance of approaching new technologies with a dose of regula-
tory humility, by analyzing effects on consumers and the marketplace, and
carefully considering whether existing laws and regulations are sufficient to
address harms that arise before assuming that new rules are required);
Edith Ramirez, Chairwoman, Fed. Trade Comm’n, Opening Remarks, FTC
Workshop, The Internet of Things: Pri vacy and Security in a Connected
World 3–4 (Nov. 19, 2013), available at http://www.ftc.gov/sites/default/
files/documents/public_statements/opening-remarks-ftc-chairwoman-edith-
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remarks.pdf (describing best practices to protect consumer rights on the
IOT, consisting of privacy by design, simplified consumer choice for control
of personal data usage, and transparency in disclosures about data col-
lection and usage). 
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